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ABSTRACT

The improvement of communications is not only create new and fantastic services, but also
implies the migration and simplification of existing services. In today’s public networks, even NGN,
there are neither products nor standardized solutions to provide corporate Private Branch Exchange
(PBX)-like services. Currently, there are plenty of IP PBXs installed at corporate with rich set of IP
Centrex features, e.g. call forwarding upon busy, call barring, etc. The example of such system is
Asterisk, the most popular and open source IP PBX today, which is using SIP as session control
protocol. While in the public side, IMS is approaching as the unique solution for the core of 3G and
LTE networks. There is, therefore, a demand for integration and seamless interoperability between two
domains, namely IMS at the core and IP PBX at the access/service layer. This short paper presents
our initial experimental works for solving this problem. In our solution we propose to use Asterisk as
the feature server on top of the Fokus’ OpenIMSCore to provide the IP Centrex services to IMS users.
The proposed architecture will also use SER as IMS Gateway to mediate between non-IMS Asterisk
and the IMS core components. The article also presents the test-bed that was implemented in order to
prove the concepts and presents key considerations for the implementation.

TOM TAT

Sw phét trién cla céc hé théng vién théng khéng chi dua trén viéc tao ra céc dich vu méi ma
con la qua trinh két hop va don gidn héa cac dich vu vién théng cé sén vao céc hé théng maéi. Trong
phén I6n cac mang céng cdng ngay nay ké ca céc mang NGN déu khéng cé cac sén phdm hodc céc
gidi phép da duoc chuén héa dé cung cép céac dich vu tuong tw nhw trong hé théng PBX. Hién nay
céc téng dai IP PBX déu cé thé cung cdp mot loat céc dich vu phong pht nhw chuyén cuéc goi khi
béan, chdn céac cudc goi khéng mong mubn .v.v. Mét trong cac hé théng PBX théng dung hién nay la
Asterisk. Vé phia mang céng céng, IMS (IP Multimedia Subsystem) la mét nén tadng da duoc chuén
héa cho céc mang 3G va LTE (Long-Term Evolution). Do d6 nhu céu té hop va cung cép giai phap
twong thich cho IMS & mang 16i va céc téng dai IP PBX & mang truy cép la mét nhu céu thuc té. Bai
bado nay dua ra mot gidi phép st dung Asterisk nhw mét may chi (ng dung cho hé théng
OpenlIMSCore duoc phét trién béi Fraunhofer FOKUS (CHLB Birc) dé cung cép céac dich vu IP
Centrex cho nguoi st dung IMS. Bai nay ciing sé trinh bay qua trinh trién khai mét hé théng thir
nghiém ciing nhw dé cép dén cac van dé can phai giai quyét trong qua trinh trién khai

I. INTRODUCTION costs and provide resilience, Internet
Multimedia Subsystem (IMS) [1] provides a
reasonable approach to solve these problems. In
this paper we describe how we can realize
network-centric ~ supplementary  telephone
services using an IMS services creation
environment. We developed an extensible
testbed/framework in which we can add
supplementary telephone services to common
IMS core networks. Furthermore, thanks to
IMS mobility feature, this approach is platform
independent and can be used both on stationary
and mobile devices. The paper is organized as
follows. Section 2 gives a summary
introduction to IMS technology and a more

Supplementary services for telephony are
a fixed part in today’s communication world.
Everybody uses features like call forwarding,
completion of calls on non-reply or holding.
These features are provided by a centralized
local or private branch exchange. Due to
centralization this approach has many dis-
advantages. Administration and maintenance of
an exchange are very expensive as usually
every terminal needs a separate line.
Furthermore, in case of a breakdown every
connected client is affected and the whole
system will be unavailable. In order to save
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detailed explanation of the IMS service creation
platform. Afterwards we give an overview over
supplementary telephony services in current
switched telephone networks which will be
realized in our overlay IMS architecture.
Section 3 describes how these services can be
realized using IMS Core functions and the so
called Telephony Application Server (TAS).
Conclusions and directions for future work are
presented in section 4.

Il. IMS SERVICE ARCHITECTURE
2.1 IMS Core Layer

Figure 1 shows a simplified view of the
key components in an IMS Network.

The IMS follows the NGN standardized
architecture that’s inclusive of three layers of
transport/access infrastructure, control and
signaling functions and services creation and
execution environment. In IMS the control and
signaling layer is generally called IMS Core.
IMS Core contains following key components
featuring the session control and user/access
authorization.

Messaging Server

= CONTROL PLANE

Mobile Handset <~ NO .~ | —————— =-MEDIAPLANE

Fig.1 IMS key components

- HSS: A key component of the converged
IMS solution is the concept of the HSS or
Home Subscriber Service. The HSS is a
centralized control and management point that
controls a subscriber’s devices, preferences, and
features.

The HSS knows what devices a
subscriber has, which ones are registered on the
network, and how to contact each of them. This
information can be wvery powerful when

combined with an effective presence
application. For example, you may specify that
between the hours of 8 and 5 PM all calls must
be routed to your work VolIP terminal. Evening
calls must be routed to your home phone. When
you are in transit, calls are routed to your cell
phone. If you are in an important meeting, you
want to send all calls to voice mail right away.
The HSS ties all of your devices together;
telephony and presence applications can
therefore be consistently applied across
multiple devices.

P-CSCF, S-CSCF, I-CSCF

IP enabled devices become active on the
IMS network by registering with a SIP proxy
that knows each device is valid and what
subscriber it belongs to. In IMS, the call control
SIP proxies are called Call Session Control
Functions (CSCFs). Each IP based device must
register in the IMS network, and these
registrations, as well as all subsequent requests
to initiate or modify communications sessions,
must traverse the CSCFs. All communications
between the subscriber devices and the CSCFs
occur in the MEDIA PLANE.

The IMS model defines three different
types of CSCF

- P- CSCF: Proxy CSCF. This is the CSCF
that the each device sends all IMS control plane
traffic to. Which P-CSCF you connected to
depends on what physical IP network your
device in.

- S- CSCF: Serving CSCF. This is the CSCF
that is providing the call control and
applications support to the User. When a device
registers, the P-CSCF sends the registration
request to the owning S-CSCF. The S-CSCF
uses information stored in the HSS to
authenticate the device, as well as determine
what services and preferences exist for that
device. The S-CSCF can include specialized
application  servers (presence, telephony,
messaging, etc) in session control traffic as
appropriate.

- I-CSCF: Interrogating CSCF. This is
needed when a device first tries to register with
a P-CSCF, when the P-CSCF does not know
which owning S-CSCF to send control
messages to. The IMS has defined procedures
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for a P-CSCF to query an I-CSCF to determine
the correct S-CSCF for a given
device/subscriber.

Once a device has been registered with
the IMS S-CSCF, all subsequent transactions
will go from the device to the P-CSCF to the S-
CSCF. The S-CSCF will forward messages to
application servers when specific service
triggers are invoked, or may simply forward the
transactions to the called party or another
CSCF. The S-CSCF caches HSS information
for the subscribers, and may read more
information later in support of specific session
requests.

For simple IMS to IMS calls, the
CONTROL PLANE may reside in a single S-
CSCF. The Media Plane for a simple VoIP IMS
call (ex: the IP enabled handset in the diagram
calls the wired laptop) may be direct from the
calling device to the called device. The use of
firewalls and Session Border Controllers
increase the complexity of the Control and
Media Planes.

BGCF, MGCF, MGW

For IMS sessions that leave the IMS
domain, such as PLMN and PSTN calls, there
is a need for both control and signaling gateway
functions between the networks. The IMS
components of this gateway functionality are:

- BGCF: Breakout Control Gateway
Function. The S-CSCF communicates with the
BGCF using SIP. The BGCF identifies the
appropriate MGCF and MGW that will be used
to support a specific call instance. This is
required when a session passes outside (Breaks
Out) of the IMS domain. The routing for the
BGCF is based on telephone numbers.

- MGCF: Media Gateway Controlling
Function. The MGCF converts the Control
Plane information on the IMS side to the
specialized signaling used in the PLMN/PSTN
network, and vice versa. This allows the
information needed to initiate, modify, or
terminate a session to be passed between
networks that use different signaling systems.
The MGCEF is the Control Plane Gateway.

- MGW: Media Gateway. The MGW acts as
the interface between the IMS device Media

stream and the PLMN / PSTN device media
stream. The MGW is the Media Plane Gateway.

Using the S-CSCF, BGCF, MGCF, and
MGW, sessions can be requested (Control
Plane) and established (Media Plane) between
the IMS and other networks.

MRFC, MRFP

Another important function in the
network requires the use of Media Resource
Servers. These media functions are needed for:

- Collection of DTMF digits contained in the
audio path.

- Playing of announcements (audio/video)

- Multimedia conferencing (e.g. mixing of
audio streams)

- Text-to-speech conversion (TTS) and
speech recognition.

In the IMS network, these Media
Resource Functions are provided by the:

- MRFC: Media Resource Control Function.
The MRFC is a SIP proxy that controls the
MRFP. THE MRFC is in the Control Plane.

- MRFP: Media Resource Control
Processor. The MRFP performs the required
media functions by sending or receiving media.
The MRFP is in the Media Plane.

In the converged 3G environment, the
IMS, PLMN, and PSTN should use Media
Resource Servers that are capable of supporting
all three networks.

2.2 IMS Service Layer

The application layer host and execute
services, and interfaces with the CSCF and each
other using SIP. The user database (HSS) that
supports the IMS network entities that are
actually handling the calls/sessions is put in this
layer. When multiple HSSs are used the
Subscriber Location Function (SLF) is needed

The AS can operate in SIP proxy mode,
SIP US (user agent) mode or SIP B2BUA
(back-to-back user agent) mode, depending on
the actual service. An AS can be located in the
home network or in an external third-party
network. If located in the home network, it can
query the Home subscriber server (HSS) with
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the DIAMETER Sh interface (for SIP-AS and
OSA-SCS) or the MAP interface (for IM-SSF).

The core  component of  the
service/application layer is the so-called service
delivery platform (SDP) which includes of SIP
servers (or other application servers through
gateway function) and several service enablers.

- SIP application server: The SIP application
server acts as the central component of an
operator's SDP for its IMS (real-time, IP-based)
services. This software-based platform uses
Session Initiation Protocol (SIP) [2] [12] as the
signaling protocol to enable real-time
communication sessions in IP networks. SIP
application servers provide a service creation
environment and developers' toolkit for
operators to create and host new services. They
also typically include process logic to
orchestrate and mediate transactions. In general,
application servers (including both web and
SIP) are part of an integration backbone and
incorporate  process logic that initiates
synchronous transactions to other network
element and software systems. Upon initiating
these transactions, the SIP application servers
mediate the cascading commands and responses
from the various network elements in real time.
SIP application servers provide the foundation
infrastructure for operators to create and deliver
unique real-time service applications (i.e.,
instant messaging, ad hoc conferencing, real-
time gaming, Wi-Fi/3G seamless mobility). In
the today communication evolution, there
demand for (public) IMS operators to provide
the enterprises with PBX-like services, in that
context SIP application server can act as the
telephony application server (TAS) to host
supplementary services. SIP application servers
integrate directly into the IMS components in
the network control layer. For the sake of
implementation and operational efficiencies,
most vendor solutions have this process logic
functionality embedded in their application
servers. Operators may also centralize some
business logic on the SIP application server
rather than distribute different pieces of
business logic in different SDP components.

- Policy management: Policy management is
the heart of an operator's network-facing SDP.
An SDP incorporates many different flavors of

policy management into its network to deliver
new services, many of which will originate with
third parties. Policy management rules range
from enforcing how third-party developers or
content providers will access an operator's
network; establishing prepaid billing
limitations, bandwidth policy considerations
and location service priorities; and enforcing
policy requirements that subscribers set (i.e.,
parents specifying who their child may contact
and when they may receive cell phone access).

- Location server: The location server acts as
a central gateway integrating information
contained in multiple systems (i.e., location-
based applications, geographic information
system [GIS] information and content
applications to determine and send out location
positioning for subscribers). The location
servers may also contain process logic to
determine, for example, prioritization of service
for different applications that request access to
the location server (i.e., public safety
applications).

- Presence server: Presence servers provide
information on subscriber availability to other
parties; subscribers may elect to alter the
presence information available for different
parties. Subscriber information outlining contact
preferences may be contained in either a home
subscriber server (HSS) or preference/profile
server module. Subscribers may opt-in to
provide presence information to third parties that
would market or advertise directly to them. In
this instance, presence and location information
may combine to provide more targeted offerings
to subscribers.

- Service broker: The Service Capability
Interaction Manager (SCIM) [13] is a service
broker that manages and executes discrete
processes within the SDP that are required to
deliver a service. For example, the SCIM can
contain the business logic to determine how
customer service requests may be distributed
among various application server or media
server resources. If a customer has paid for
dedicated support, specific resources may be set
aside for that customer; and the SCIM would
direct these customer requests to specific rather
than general shared resources. The SCIM or
service broker may also manage business logic
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for combining specific application resources.
3GPP has not yet provided a very explicit
definition of the SCIM concept. The level of
separate transactions required to provide
services in the current mobile environment is
limited because operators are not yet offering
more complex composite services, for example,
that combine presence, location, voice or video.

Telephony Supplementary Services

Common communication carriers provide
their customers a great variety of supplementary
telephony services [3]. These services are
realized on centralized exchanges with some
disadvantages. These supplementary services
are for example:

- Calling Line Identification
Presentation/Restriction is a telephony network
service that transmits the caller’s telephone
number to the called party or blocks the
transmission. The state for the indication is set
by the caller and evaluated in the telephone
exchange. The exchange is responsible for
proceeding the correct information to the called

party.

- Completion of Calls to Busy
Subscribers/on No Reply is a telephony
network service that allows the calling party to
automate the call origination in the telephone
exchange for the unavailable subscriber.
Because the exchange as a centralized instance
knows the state of every participant, it can
initiate the callback if the desired destination is
available again.

- Call Waiting is a feature that a subscriber
gets an audio signal during an active connection
signaling that another party wants to establish a
connection. The called party doesn’t get the
congestion signal but the ringing signal. The
party informed by the audio signal can decide if
the waiting call should be rejected, accepted by
terminating the current call or accepted by
putting the current call on hold.

- Call forwarding is a feature where an
incoming phone call is redirected to another
party. The diversion can occur immediately,
after a certain time or if the called party is busy.

- Three-Party-Conference is a feature
whereby a party can establish a conference

between itself and two other parties. Afterwards
every party can hear the others at the same time.
This feature is normally controlled by the
telephone exchange but can also be provided by
the end device of the originator. In the last case
the originator needs at least two phone lines.

- Hold is a telephony network feature where
during a call a party can put the remote party on
hold. The party on hold is receiving music on
hold from the exchange. The initiated party has
the possibility to switch to another phone and
resume the connection. This procedure has to be
finished within a certain time; otherwise the
connection to the party on hold will be
terminated by the exchange.

Some of the features shown above are to
be realized within our IMS testbed framework.
In the next section we will see how the feature
of Call forwarding upon busy could be realized
using Fraunhofer’s IMSOpenCore and open
source Asterisk SIP server.

I11. IMS-BASED CALL FORWARDING
UPON BUSY

In this Section, we will present a proof of
concept implementation of the CFB feature in
IMS environment.

3.1 Service Concepts and Deployment
Scenario

In our research, we consider a scenario in
which an IMS user (hereafter is called Alice)
initiate a call to another IMS user (hereafter is
called Bob) which has registered to the CFB
service. Unless otherwise indicated,
bobl@ims.hut.edu.vn and
bob2@ims.hut.edu.vn are used to represent the
other end points of Bob that communicate with
Alice; they may or may not be in the same
network as Alice but for its simple here we’re
assuming that they are in the same domain and
Alice is at her home domain. Therefore I-CSCF
may or may not include in the call flow. The
call scenario (Figure 3) would be like that:

Alice calls Bob at bobl1@ims.hut.edu.vn,
where Bob is registered to the call forwarding
service. We have a TAS function that host the
call forwarding logics in order to forward the
call to bob2@ims.hut.edu.vn in the condition
that bobl@ims.hut.edu.vn is in busy state.
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| Aice | | PIY/SCSCF | | Asterisk | | Bob1 | | Bob2 |
Invite (F1)
iFC triggered .
Invite (F2)
Asterisk B2BUA
Invite (F3)
Invite (F4)
486 (Busy here)
[ Pcscr | 486 (Busy here) |
— AR
$ ACK
Service (CFB) logic excuted
—— :bob2@ims.hut.eduvn ) 181(callbeingfurwarded)
sip:alice@ims.hutedu.vn 181 (call being forwarded)
A . A Invite (F5)
Fig.2 Request routing scenario of IMS-based nvite F6)
call forwarding feature 180 Ringing)
. 180 (Ringing)
The overview of request flow would be S
like this (Figure 3): 160 (nghe) 200K
. . . . 2000K
- Alice (sip:alice@ims.hut.edu.vn) sends ook
SIP-INVITE message to the S-CSCF of home 2000
domain via the P-CSCF. The ‘To’ header is
sip:bob1l@ims.hut.edu.vn. 3 | PSCse | | Asters | | Boot | | Bon2 |
- S-CSCF of home domain (or terminating o -

domain in case of inter-domain call) analyses .
the Initial Filter Criteria of the bob’s profile and ACK
sees whether there is any such IFC which is met
(trigger=Sip Method =INVITE and Session
Case=Terminating Registered and Sip Header

=R-URI). Since, assuming, bob registered to Bre e

CFB service then the SIP INVITE message is e e

forwarded to the Asterisk via ISC-Adaptor 00K

(SER- for manipulating the SIP headers to be 000K

compliant to IMS specifications) for 000K

processing. 000K

- TAS, configured as the B2BUA, does

some modification to the Invite/Via and sends Fig.3 The message flow between entities

the modified Invite back to S-CSCF via ISC- - TAS runs its pre-configured call

Adaptor. S-CSCF, in its turn, forwards the forwarding service logic to create the new
e . . . Invite and send back to S-CSCF with the R-

modlfl_ed Invite to bob_l@lms.hut.edu.vn. This URI of bob2@ims.hut.edu.vn, and

subscriber response with 486-busy here then simultaneously send back the 181-call being

this 486 goes back, via the S-CSCF, to the forwarded to the originating party

Asterisk (alice@ims.hut.edu.vn) to indicate call

forwarding is ongoing.
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- After exchanging the provisional messages
(ringing, ok, ack) then the call is established
between alice and bob2 at the same domain

3.2 Proof of Concept Implementation

Figure 4 shows the structure of the Hanoi
University of Technology (HUT) IMS testbed.
All IMS network nodes and SER are running
Ubuntu Linux 7.10 on x86-based hardware. The
Asterisk is on Redhat Linux 4.0. As IMS
CSCFs we use the latest OpenlMSCore
development snapshot [4]. For ISC-Adaptor, we
use SER [5], extended to implement the SIP
extensions according to RFC 3455 [6] (3GPP
headers), RFC 3327 [7] (Path header), and RFC
3608 [8]. The IMS terminals are UCT IMS
client [9]. Alternatively we have modified the
SIPp SIP traffic generator [10] that is now
capable to generate and terminate IMS
signaling traffic. For testing purposes we
integrated an Asterisk Server [11] to play the
role of an IMS Telephony Application Server
within our network. The Asterisk Server is
configured and extended to do several tasks for
supplementary services (e.g. digit analysis) and
to function as the SIP B2BUA.

IV. CONCLUSIONS AND DISCUSSION

In the article, we present an experiment
approach to implement the PBX-like telephony
supplementary services with IMS technology
with example of Call forwarding upon busy.
The approach has some advantages as the
followings:

- Allowing of the fast and smooth migration
from the traditional PBX services in the
enterprise domain to the all-1P operator domain.

UGT IMS Client

o
avpops,
s
SIP
OpenlMSCore
Ny
&

PII-CSCF
UCTIMS Client

.

SP-Hasder=R LRI
Session-case: TemReg

o

DNS/ENUM

Fig.4 Implementation Testbed

- Utilization of the existing open sources for
most of the testbed components with minimum
additional workload.

- On the other hand, there are some further
issues that will be investigated and
implemented in the near future:

- The current implementation is only for call
forwarding upon busy as a proof of concept.
Therefore, in the near future, we will proceed
with the full implementation of PBX-like
supplementary services on the TAS.

- We also will investigate more inside of the
Asterisk to extend it for fully comply to the
3GPP/3GPP2 IMS ISC interface with the Core.
Besides that we intend to implement the ENUM
services for the Asterisk and OpenlMSCore in
order to make the call to Tel URI and ultimately
to make Asterisk to functions as the IMS
BGCF.

- Proofing of the possibility that IMS - Finally we would also study to develop the
operators can offer the legacy telephony TAS using other service creation technologies
supplementary services to their corporate like SIP servlet and JSLEE.
customers
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